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Access Mechanism for EGSs

FINAL ORDER

BY THE COMMISSION:


Before the Pennsylvania Public Utility Commission (Commission) is a recommendation from the Commission’s Office of Competitive Market Oversight (OCMO) regarding a proposal to provide for procedures facilitating Electric Generation Suppliers (EGS) access to the Electric Distribution Company (EDC) account numbers of newly enrolled customers in instances where the account number is not available from either the customer or from the Eligible Customer List (ECL). 
History of the Proceeding

On January 9, 2009, the Pennsylvania Public Utility Commission announced the formation of OCMO to oversee the development and functioning of the competitive retail natural gas supply market.  Since then, OCMO has been handling issues under the leadership of the Director of Regulatory Operations with the assistance of a group of legal, technical and policy staff members from various Commission bureaus and offices.  


Pursuant to a Secretarial Letter issued on December 10, 2009, the Commission expanded the role of OCMO to serve as the Commission’s electric retail choice ombudsman, as described in the Default Service and Retail Electric Markets Policy Statement at 52 Pa. Code §69.1817.  Specifically, OCMO was given responsibility for responding to questions from EGSs and other market participants, monitoring competitive market complaints and facilitating informal dispute resolution between the EDCs and EGSs.  In performing these functions, OCMO generally assumes advisory and informal mediation roles.


In the course of a meeting held by OCMO through the Committee Handling Activities for Retail Growth in Electricity (CHARGE) on July 26, 2012, the issue was raised of how an EGS in the process of enrolling a new customer can obtain a customer’s account number from an EDC in instances when the customer’s information is not on the ECL and the customer is not able to provide the account number.
  EGSs reported to OCMO/CHARGE that this is not an uncommon occurrence – especially in the context of enrolling customers in public locations and community events, such as shopping malls and trade shows.  Customers rarely, if ever, have their EDC account number with them in these places.  EGSs do have the option of querying the ECL, which includes account numbers and is made available by every EDC.  However, since customers can opt-out of having their customer information included on the ECL,
 EGSs report that they experience significant “failure rates” when attempting to obtain the account number by an ECL query.


Completing the electronic data exchange (EDI) transaction necessary to enroll and switch the customer’s generation service requires the customer’s account number.  As such, these customers and EGSs without account numbers are unable to complete the application process at the point of sale.  To complete the enrollment, the customer and EGS must take one of several extra possible steps, including having the customer retrieve a utility bill and then contacting the EGS to provide it, or by the customer calling the EDC’s call center and then informing the EGS.  EGSs believe that the need to complete these extra steps create a barrier to efficient customer enrollment by EGSs, which decreases participation and increases costs.  The delay may also result in a lost savings opportunity for customers that sometimes results in customer frustration and disappointment and a less-than-favorable opinion of the competitive retail market.   

The Commission agrees that the inability to obtain customer account numbers in the context of selling at public venues is a serious impediment to customer shopping.  We want customers to have the opportunity to shop and enroll with a competitive supplier at public locations like shopping malls, just as they can with wireless phone and other services and believe this sales venue offers several advantages over other sales channels like door-to-door or telemarketing.  In a public venue it is usually the customer initiating the sales contact at a time and place of the customer’s choosing.  The ability to talk face-to-face with a sales agent may promote a customer’s understanding of shopping for electricity, and doing so in a public location may be less intrusive than a transaction in a customer’s residence.  Public venues also offer opportunities for suppliers to focus on specific customer groups with products and services in which the group may be interested.  For example, a conference of trade associations representing renewable power producers may be of interest to a supplier selling renewable generation.  Marketing in public locations also enhances the visibility of suppliers and helps them build their brand identity with the general public – facilitating the process of getting consumers more familiar with our competitive retail generation market and the companies participating in it.  

As such, OCMO requested that EGSs interested in this issue work with some of the EDCs to explore what could be done and at what cost.  A few of the interested stakeholders also developed and distributed informal position papers on the matters discussed.
  The EGSs and EDCs participating in these efforts reported back to CHARGE and OCMO as to the progress of their efforts.  OCMO directly intervened on occasion by hosting conference calls with various stakeholders.  OCMO also had discussions with individual EGSs and EDCs when necessary.  

One possible method of obtaining customer account numbers discussed by the stakeholders involves a procedure in which the EDC looks up and provides a customer's account number to an EGS.  In this case, the EGS first obtains a signed letter of authorization (LOA) form from the customer and notifies the EDC, who then provides the account number through some mechanism.  However, the use of LOAs is not without controversy.  Because they have traditionally been used to obtain historical usage data so that EGSs can calculate and present prices to potential customers – their use has generally only been relevant to larger commercial and industrial consumers.  If the use of LOAs is expanded to also obtain account numbers, then all customer classes, including residential, are involved.  This raises issues of privacy, security, retention requirements, availability to regulators in case of a subsequent dispute and what role the utility has to verify or review the LOA.  

Consumer concerns with access to account numbers are based on the understanding that a customer’s account number is the key identifying piece of data that associates the customer with their EDC account.  With the EDC account number, an individual can usually act on the account by contacting the EDC.  In addition to these confidentiality issues, technical concerns were also discussed.  EDCs generally expressed reluctance to adopt any procedure that would necessitate the manual searching and communicating of account number data, contending that such processes were potentially too labor-intensive and time-consuming to be cost effective.  As such, the EDCs expressed a preference for an automated process - usually by modifying either existing electronic data exchange protocols, Interactive Voice Response (IVR) or web-portal information systems.  The costs of modifying or developing such systems and who should pay the costs are issues of additional concern to the EDCs.  


Another concern discussed by the stakeholders is the effectiveness and accuracy of any system developed to access and communicate account number data.  While the human errors that are possible from a manual process are apparent and understood, EDCs insist that automating the process is no guarantee of error-free data.  EDCs point out that their databases include thousands and even millions of names – many of them very similar or even identical to other customer names.  They add that even addresses are problematic in securing “matches” in that the address provided by consumers may not exactly match what the utility has in their database.  Examples include inconsistent use of abbreviations for street, avenue, road, circle, boulevard, route, etc. This inconsistency, although apparently minor, can thwart the retrieval of this data via automation.  

OCMO closed the informal discussion of this issue at the March 21, 2013 CHARGE call by announcing that OCMO would be submitting a Tentative Order to the Commission.  On April 18, 2013 the Commission issued a Tentative Order inviting interested parties to file comments on the issues related to providing a mechanism to facilitate EGS access to customer account numbers when that number is unavailable at the time of an in-person enrollment.  In addition to all the matters discussed in the Tentative Order, we invited comment on the following specific questions:
1. EDCs may propose using different technologies to provide account numbers.  If so, how much variation among utilities would be too confusing or burdensome upon the suppliers using the systems?  

2. Technologies that have been discussed include the internet, interactive voice response (IVR) telephone and electronic data exchange (EDI).  Are some technologies preferable to others and if so, why?  
3. In providing account numbers, should there be limits on the response time back from the EDC, and if so, should the timeframes be dependent upon the technology being used?

4. What specific identifying data should a supplier be required to submit to the EDC to get an account number? At a minimum, should a customer’s name and address be required?  

5. What level of precision is necessary to ensure accurate data?  

6. The amount and recovery of costs could vary by EDC and by the technology used.  If there are significant costs, can they be estimated at this time?  Who should be responsible for those costs and what mechanisms should be used to assess and collect costs?  
7. What safeguards are needed to ensure that account numbers are accurately communicated and provided only to the customer and supplier involved?    
8. What information and format should be required in an LOA?  
9. Are there possible reporting requirements that should be developed so that the Commission can monitor the effectiveness and security of the systems?  This could include things like the total number of account numbers provided and the number of complaints or problems associated with the provision of account numbers under these mechanisms.    
10. What are the appropriate sales channels that would be authorized to use this process?  
11. What process should the EDCs use to develop their solutions, including the level of stakeholder involvement and Commission oversight?  
12. What are reasonable timeframes for the development and implementation of these systems?

13. Are there any other concerns, suggestions or questions that the Commission needs to address?   


Sixteen parties filed comments in response to the Tentative Order.  Comments were filed by Citizens' Electric Company & Wellsboro Electric Company (Citizens’ and Wellsboro), Duquesne Light Company (Duquesne), Energy Association of Pa (EAP), FirstEnergy Solutions Corporation (FES), Green Mountain Energy Co, Energy Plus Holdings LLC & Reliant Energy Northeast LLC (NRG), Industrial Customer Groups (Industrials), Met-Ed, Penelec, Penn Power, West Penn Power (FirstEnergy), National Energy Marketers Association (NEM), Office of Consumer Advocate (OCA), PA Energy Marketers Coalition (PEMC), Pa Coalition Against Domestic Violence (PCADV), PECO Energy Company (PECO), Pike County Light & Power Company (PCL&P), PPL Electric Utilities Corporation (PPL), Public Utility Law Project (PULP), and Retail Energy Supply Association (RESA).

General Comments


RESA believes that a process enabling EGSs to access the account number for a consumer who has decided to switch to the competitive supplier at a public event but does not know his/her account number and is not on the ECL would be a significant market improvement for a number of reasons.  This would remove an unnecessary barrier to effectuating a customer's choice and RESA also supports implementing a similar process for small commercial and industrial customers since they should likewise benefit from this market improvement.  RESA further thinks that adopting this process may encourage greater focus by EGSs on developing sales channels for public venues - such channels, as the Commission has recognized, are excellent ways to reach mass market customers that do not involve telemarketing or door-to-door sales.   


PEMC believes that an effective customer shopping experience is largely dependent on assuring customers that switching to an EGS is not a time-consuming or complex process.  PEMC notes, as an example that shoppers usually do not show up at the mall to intentionally enroll with a supplier, or may attend a shopping fair but not realize that their account number is required to initiate a switch.  NEM agrees that customers generally do not know their utility account number and this can often lead to a difficult and frustrating attempt to exercise their right to select a competitive provider.  NEM points out that this also needlessly drives up the cost of customer acquisition and if customers are to be able to truly participate in retail choice, then EGS offerings must become as ubiquitous as cell phone offerings and available in locations as convenient as energy fairs and/or local shopping malls.  As such, NEM believes that a customer account number access mechanism can lower customer acquisition costs and permit suppliers to pass cost savings on to consumers.  

NEM insists it is mindful of concerns of consumer privacy and potential slamming, but submits that the process can be implemented to adequately protect consumers from unauthorized disclosure of information or unauthorized switching.   NEM notes that other jurisdictions such as Texas and Georgia have implemented customer account number access systems to facilitate customer enrollments.  NEM insists that in these jurisdictions, even with EGS access to all of the above customer information, privacy has been protected and slamming is not a problem. 


NRG reports that in the course of attempting to fulfill service orders taken at public events for which account numbers were not readily available from customers, they found that a significant number of customers were not on the ECL - among PECO enrollment requests nearly half of the customers were not on the ECL; approximately 25 percent of PPL customers could not be found on the ECL; and 20 percent of Duquesne Light customers signing up were not found on the ECL.  NRG claims that the additional outreach to the customer to obtain their account number  - for a transaction they thought was already completed at the point of sale - discourages customer participation, diminishes the credibility of the EGS in the perception of the customer, increases costs, and creates a barrier to efficient enrollment by EGSs, thereby impeding customer choice. 

NRG states that it recognizes the need to protect consumers and the choices they have made to keep their data private.  NRG believes that allowing customers to grant authorization to an EGS to acquire their account number directly from the EDC will not reverse or undo a customer’s election to opt-out of the ECL - rather, this authorization is specific to a one-time transaction and the customer’s election regarding the ECL remains unchanged.  NRG thinks that there is a distinction between a customer opting-out of the ECL to avoid unwanted marketing from many EGSs, and that same customer freely shopping for electric supply service and authorizing the EGS of their choice to obtain the account information necessary to complete the order.  NRG notes that another benefit of EGS marketing activity at public places is increased visibility of retail competition and making the concept of shopping for an electricity supplier more mainstream.


FES fully supports the Commission’s determination that an EGS’s inability to access a customer’s account number at a public venue is a significant barrier.  They believe the best process for accessing this information is a portable, real-time technology such as a secure internet-based system which will eliminate the irritation caused by repeated customer contacts to complete an enrollment process while maintaining important consumer protections.  


The Industrials note that while the Tentative Order contemplates a mechanism directed primarily at accessing residential customer account numbers, the privacy of customer account numbers is an important issue for all customers and that any adopted proposal must strike the proper balance between providing EGSs with convenient access to account information and ensuring customer privacy rights.  The Industrials urge the Commission to adopt an “opt-in” mechanism requiring explicit, verified customer authorization before an EGS may access a customer’s account information.  PULP agrees that the crux of the issue at hand is the appropriate balance between customer privacy and access by EGSs to a customer’s EDC account number in order to complete enrollment of an authorized switch by the customer to an EGS. 


PCADV is alarmed at the proposal to allow EGSs to use LOAs to obtain account numbers for customers who have opted out of the ECL.  PCADV believes this process would as create a loophole that could expose sensitive customer data to unauthorized disclosure and, in turn, may place victims of domestic violence at risk of further harm.  PCADV believes that this proposal would allow EGSs to circumvent the parameters of the ECL and runs afoul of the judicial determination in proceedings related to data sharing, privacy and the ECL.


It is PPL’s opinion that the frequency and volume of use of the proposed process

will be low because its ECL opt out rate is low, approximately 11 percent, and because it believes that the process is only applicable to certain types of EGS marketing practices. PPL believes that the ECL continues to be a more efficient way for EGSs to look up account numbers for those customers who have not opted out from being on the ECL. 


PECO reports that it refreshes its ECL every month with any changes customers choose to make to their listings.  PECO also places an insert in its bills annually advising customers they can update their ECL release preferences at any time. As a result of these efforts, 75% of customers in PECO's service territory have their ECL preference set to release some or all of their information and only 25% have affirmatively chosen to release none of their information.   FirstEnergy has concerns with the ability of EGSs to essentially end-run the ECL and its opt-off protections with the implementation of an alternative as suggested by the Tentative Order.  FirstEnergy notes that its current ECL opt-out rate currently varies between 25 percent and 45 percent.  

PCL&P notes that due to its unique characteristics and circumstances, certain rules, such as the default service rules, that apply to EDCs generally should not apply to PCL&P.  The Commission has recognized PCL&P's distinctive features, as evidenced by the Commission's order approving PCL&P's current default service plan which granted waivers of certain Commission regulations.  These differences include a robust retail electricity market, small size, and participation in a different regional transmission organization.  Consequently, PCL&P asks that any proposals in the Order that the Commission adopts on a permanent basis should not affect any currently existing waivers for PCL&P relating to default service.  PCL&P also asserts that the Commission should exempt small EDCs such as PCL&P and/or EDCs with significant levels of EGS penetration from having to make the same changes required of large EDCs with a much lower level of EGS penetration.
RESOLUTION


We thank the parties for their comprehensive and helpful comments.  Upon a thorough review and careful consideration of the comments, we remain convinced that some sort of mechanism must be created that allows EGSs to access EDC customer account numbers when a customer not on the ECL has demonstrated the desire to shop for retail electric supply at a public venue.  As the competitive electric market matures, we want to expand the visibility and availability of competitive suppliers and their products.  We believe that making these products and services available in public locations is an important component of these efforts – hopefully someday making them as ubiquitous as other services such as wireless phone.  


Another important consideration is the one RESA points to – that providing EGS access to account numbers may encourage greater focus by EGSs on developing sales channels in public venues and thus possibly moving away from telemarketing and door-to-door sales.  Although the Commission has recently put in place new regulations that address telemarketing and door-to-door marketing efforts,
 we acknowledge that these marketing venues can be controversial and are often perceived by residential consumers as overly intrusive and annoying.  These perceptions do not help the overall reputation of the competitive market.  As such, we believe that shifting marketing efforts away from consumer’s homes and towards public venues will not only aid individual consumers and suppliers, but will also enhance the overall reputation of the market – to the benefit of all market participants.     


However, upon review of the comments, we are convinced that the major obstacle preventing the shift towards marketing in public venues is the lack of accessibility to consumer account numbers.  An EGS has to know the customer’s EDC account number in order to enroll the customer.  As PEMC and NEM point out, consumers do not memorize their EDC account number nor do they walk around in public with their electric utility bill.  We are also convinced, as NRG points out, that a significant number of accounts are not available via the ECL.  Some of the EDCs, in their comments, reinforce this point.  PECO reports that 25% of their accounts are not on the ECL; FirstEnergy reports 25 – 45% of their accounts; with PPL reporting 11 percent.  While these statistics indicate a majority of accounts are on the ECL, we believe the percentages that are not on the ECL is significant enough to pose a barrier to shopping in public venues.   We also agree with NRG that requiring the consumer to take extra steps (contact their EDC for the account number, then get back to the EGS with that information, etc.) is a cumbersome process that likely discourages customer participation, diminishes the credibility of the supplier, delays the new service, increases costs and damages the overall reputation of the competitive market.  Requiring customers to take extra steps to obtain their account number is not a viable solution and will prevent EGS offerings in public venues from becoming as common and convenient as other goods and services.  


While we want to improve access to customer account numbers, we acknowledge and share many of the concerns expressed by parties such as OCA, PULP, PCADV and the Industrials with respect to customer privacy and confidentiality.  We note that many of the suppliers and EDCs expressed similar concerns in their comments.  There appears to be an understanding among almost all parties that customer account numbers are sensitive and that there needs to be protections in place to prevent inadvertent or unauthorized disclosure.  These concerns are based on the understanding that the customer account number is the “key” to the account that can be used to switch the supply of service.  Additionally, as the Commission pointed out in the Tentative Order and as parties like PCADV, PULP and OCA emphasize, customer account numbers can be used to authorize almost any action on an account, including the discontinuance of service.  Additionally, the Industrials point out that someone with an account number can obtain usage and billing information – which for industrial and commercial customers can be sensitive for competitive reasons.                          


We agree that confidentiality and security must come first when considering the accessibility of customer account numbers.  Whatever mechanism is developed must be, above all, a secure system whose usage is tightly regulated, monitored and tracked.  As we pointed out in the Tentative Order and as several parties also mentioned - EGSs are required by the Commission’s regulations to maintain the confidentiality of customer information.  Specifically, Commission regulations at 52 Pa. Code § 53.8 provide that “An EDC or EGS may not release private customer information to a third party unless the customer has been notified of the intent and has been given a convenient method of notifying the entity of the customer’s desire to restrict the release of private information.”  Likewise, Section 54.43(d) of the Commission’s regulations requires that an EGS “shall maintain the confidentiality of a consumer’s personal information including the name, address and telephone number, and historic payment information, and provide the right of access by the consumer to his own load and billing information.”  52 Pa. Code § 54.43(d).   


We agree with OCA and will take this opportunity to make it clear that the Commission has zero tolerance for violations of customer privacy and confidentiality and that any EGS who obtains a customer account number without authorization from the customer and/or uses or discloses an account number inappropriately will be held responsible for such.  EGSs will be held fully accountable for any security breach, improper release of data, or any misuse of data.  This includes actions by any of its staff, agents, contractors or representatives, pursuant to Commission regulations at 52 Pa. Code § 54.43 (relating to Standards of conduct and disclosure for licensees).  Any breach can result in the imposition of civil penalties and the suspension or revocation of their license per Section 54.42 (relating to License suspension; license revocation).   52 Pa. Code 
§ 54.42.

We acknowledge PECO’s comments about customer privacy and confidentiality being the subject of ongoing discussions at the Department of Energy (DOE) and at other government agencies.  However, we decline to wait for the outcome of those discussions before we act because there is no indication as to the timeframe for any resolution.  Also, constantly changing technologies and the new issues that arise as a result means that discussions about confidentiality and privacy are never really concluded – this is a continuing discussion as we all attempt to attain the appropriate balance of confidentiality, privacy, and other needs in a changing world.  If something should occur in the future as a result of these continuing discussions at other venues that would cause us to reconsider the instant matter – we always have the ability to do so – either at our own initiative or through the request of any interested party.  


Having previously stated our belief for the need for an account number access mechanism and keeping in mind the above noted concerns regarding confidentiality and carefully considering the comments submitted by the parties, we believe we are now in a position to provide guidance as to some of the specifics of such a mechanism.  We will frame this guidance in the context of the twelve questions posed in the Tentative Order.  
SPECIFIC QUESTIONS FROM THE TENTATIVE ORDER  

1.  EDCs may propose using different technologies to provide account numbers.  If so, how much variation among utilities would be too confusing or burdensome upon the suppliers using the systems?  


PEMC thinks that ideally, there would be a single uniform approach statewide, but recognizes that utilities differ in their communications and database systems.  As such, PEMC would accept some variation in approaches, if that was required in order to implement the program.   Likewise, NRG believes that a single uniform process across all EDCs for retrieving customer account numbers would result in greater efficiency and lower cost for EGSs but does not oppose variations among utilities as an interim solution while account number retrieval is evaluated in terms of volume, effectiveness and consumer protection.  FES prefers that the technologies EDCs utilize vary as little as possible as this would help minimize training and system modification costs for suppliers.  Similarly, NEM thinks that that the use of standardized technology across utilities is key to realizing cost-effectiveness.

EAP believes that there is not a “one-size-fits-all” solution and asks for a flexible approach.  Likewise, FirstEnergy, PCL&P and Citizens all ask for flexibility in allowing EDCs to develop individual solutions that are most cost effective and efficient within the context of their own existing systems.   PECO believes that using existing EDC systems will ease implementation and provide for cost-effectiveness.  Duquesne likewise asks that the EDCs be given sufficient flexibility to allow solutions which could be implemented timely, and cost effectively, given the variations among existing EDC technology and systems.  However, Duquesne does acknowledge that implementing designs that are similar in nature and functionality could serve to better facilitate ease of use and access by the EGSs, provided that EDCs are able to recover their costs and implement on a schedule that takes into account the EDCs’ legacy systems.  PPL notes that a common “front end,” such as common input fields and format, can be developed that will help facilitate the input process for EGSs but at the same time allow EDCs to implement processes specific to their individual environments.  

2.  Technologies that have been discussed include the internet, interactive voice response (IVR) telephone and electronic data exchange (EDI).  Are some technologies preferable to others and if so, why?  


PEMC supports using a secure Internet portal, such as the PECO SUCCESS portal, for the transfer of both the customer account request file and the return report from the EDC.  PEMC believes this is the best way to secure and protect customer data and it would also make use of existing infrastructure, thereby reducing costs and programming time.   NRG also prefers account number retrieval through an EDC passcode-protected

supplier portal as such an automated approach would reduce delays in manually processing account number requests.  

NRG does not support IVR or EDI technologies as a solution as they have extensive experience with the use of utility IVR systems in New York.  Based on their experiences, NRG believes that such systems are unreliable and cause customer frustration because customers are reluctant to provide personal information through a telephone in a public venue.  Further, if the IVR is unable to achieve a match, the call is transferred to the utility’s general call center, resulting in a long on-hold wait time.  NRG also notes that IVRs are prone to being out of service, particularly on weekends and holidays when there is no one available at the utility to repair the system.  Lastly, NRG adds, an EDI option would require costly and extensive modifications of EDC systems.  FES likewise warns against an IVR system because they tend to have high error rates and low customer satisfaction because of IVR difficulties in understanding voice commands – a problem that would be exacerbated in a public setting where there is likely to be substantial background noise.  Instead, FES strongly prefers an internet-based system due to its ease of portability.  NEM also recommends an internet-based system because it would allow suppliers that are out at public venues to obtain account numbers on a real-time basis.  


OCA submits that the technology selected should be the one that best ensures customers’ privacy and protects customer data.  PCADV does not understand why an EGS at a public event cannot have a potential customer call the EDC to obtain the account number.  In cases where someone has a password attached to their account, PCADV believes this procedure would eliminate the risk that the EGS would be obtaining an account number at the surreptitious request of someone other than the customer.      


FirstEnergy thinks that a secure supplier website is the most efficient mechanism through which EDCs could provide an account number and note that they already have such a website which provides instantaneous information.  FirstEnergy goes on to note that this approach would not require additional EDC resources to respond to requests and would thus be more cost effective than alternative approaches.  Finally, FirstEnergy adds that a secure website would enable a company to maintain the same safeguards as the process currently used through their call center.  Duquesne agrees that a secure web portal, similar to their current supplier website, is preferable over other technologies as it would be the most cost efficient, the least difficult to implement, provide the most user-friendly means to access this information and provide results back to the EGSs the fastest.  Duquesne also agrees that a secure web portal would allow them to maintain the greatest level of security against unauthorized release of confidential customer information.  

PECO submits that the best technological approach is to utilize existing EDC systems.   PPL notes that while they currently offer an IVR solution, they prefer a solution that involves the EGS emailing the EDC a spreadsheet that the EDC will complete with account numbers and send back.  PCL&P also currently provides an IVR system where a customer can call toll free, and input their social security number to obtain their account number.  PCL&P notes that this approach provides instant results, eliminates the need for an exact “match” of name and address, and eliminates the need for an LOA and all the requirements associated with LOAs.  EAP asks for flexibility that recognizes the differences in individual EDC systems – in that some EDCs may find it preferable and cost-effective to build onto existing web-based systems while others may make a different determination.   

RESOLUTION

Questions one and two ask about the technology to be used and the uniform use of such.  Since these two questions are closely related, we shall address them together.   


Ideally, we agree with PEMC, NRG, NEM and FES that an approach that is as uniform statewide as possible would be user-friendly from a supplier perspective – that multiple technologies, rules and procedures could be daunting from a supplier operational perspective.   However, we also acknowledge the comments of EAP, FirstEnergy, PCL&P, Citizens and Duquesne when they request flexibility and warn against “one-size-fits-all” solutions.  We think there may be a reasonable “middle-ground” between mandatory statewide uniformity and everyone doing something different.  

Duquesne acknowledges that implementing designs that are similar could serve to facilitate ease of use and access by EGSs, provided the EDCs can recover costs and that implementation schedules take into account EDC legacy systems.  PPL notes that common “front-ends” with common input fields and formats could be developed that would facilitate the input process for EGSs but also allow EDCs to implement processes specific to their systems.  Many suppliers, including PEMC, NRG, FES, and NEM support a website portal solution.  It is notable that some EDCs also express a preference for website portals, including FirstEnergy and Duquesne.  

We agree with these parties that a passcode-protected website portal appears to be the best solution for a host of reasons.  As several parties point out, many if not most of the EDCs already have supplier website portals that could be adapted for this purpose.  A website portal is also portable and mobile, thus facilitating sales at public and remote locations – the primary purpose of this undertaking.  A website portal allows supplier self-service – thus minimizing EDC concerns about on-going demands upon their staff.  We agree with FirstEnergy that with fewer demands on EDC resources, this choice appears to be more cost-effective in the long term.  Results can be obtained automatically and perhaps even instantaneously, thus making the concerns over EDC response times moot.  Most importantly, we agree with Duquesne that a secure, pass-code protected website portal appears to allow the greatest level of security against unauthorized release of confidential customer information.  As FirstEnergy notes, a secure website would enable a company to maintain the same safeguards as the process used through their call center.  


We agree with NRG and FES when they warn against an IVR-based system, especially since these systems may be impractical in public settings where background noise is an issue.  We also have concerns that IVR systems may not be able to track and monitor access and usage – making them inherently more insecure than a website portal.  We have similar security concerns with PPL’s proposed solution of electronically mailing spreadsheets full of account numbers back and forth between EDCs and EGSs.  Also with the electronic spreadsheet system, concerns with EDC response time and EDC staff resources become an issue.  As such, while IVR and spreadsheets may be permissible as an interim measure, we do not think these technologies are a feasible long-term solution.  A possible exception may be for the smaller EDCs (Citizens’, Wellsboro and PCL&P), where, because of their smaller customer bases and either limited shopping activity (Citizens’ and Wellsboro) or extensive shopping (PCL&P), low-cost technologies like IVRs or spreadsheets may be permissible.  
3.  In providing account numbers, should there be limits on the response time back from the EDC, and if so, should the timeframes be dependent upon the technology being used?


PEMC believes that in using an Internet-based approach, one batch request per supplier per week is reasonable – but if the database search is fully automated, they would expect same-day turn-around.  NRG states that response time from the EDC should be as quick as possible to comply with the Commission’s regulation at 52 Pa. Code § 57.173 which requires EGSs to "notify the EDC of the customer's EGS selection by the end of the next business day following the customer contact."  NRG points out that an automated system via the EDC supplier portal allows for near-real time retrieval of account numbers by an EGS and eliminates the need for action by the EDC.  NRG adds however, that solutions involving the exchange of files via Secure File Transfer Protocol (SFTP) with queries to databases, which may be acceptable on an interim basis, would often require at least two business days for response – and thus contravene the requirements of Section 57.173.  FES agrees that a benefit of an internet-based system over an EDI-based system is the real-time response capability.  NEM likewise thinks the response time should be nearly instantaneous if an internet-based system is used.


FirstEnergy believes that concerns regarding EDC response time would be minimized with an internet-based approach.  PECO thinks that response times should be dependent on the technology used, the accuracy of the information provided by the supplier, the number of requests submitted, and the procedures to protect the privacy and security of the information.  In addition, PECO suggests a trial period should be part of the initial implementation during which any response time limitations would be flexible.  Duquesne agrees that the response timeframes will be dependent upon the technology utilized and that a self-service web portal would provide the EGSs with the greatest "ease of use" and provide the most immediate response of all the available technology solutions.  Conversely, requests for information submitted through EDI do not appear to be a working solution in Duquesne’s opinion as results could not be returned in real time.  PPL reports that their call center is available Monday through Friday 8 am to 5 pm for customers to access their account number.  Regarding PPL’s proposed reporting-based

solution, they can support weekly batches of no more than 500 names per supplier along with a 3 business day turnaround.  

RESOLUTION

As noted above, one of the inherent benefits of a website portal is that EGSs can obtain information almost instantaneously – thus rendering the need for response time limits moot.  This lack of delay will allow the supplier, as NRG points out, to comply with the Commission’s regulation at Section 57.173 that requires the supplier to “notify the EDC of the customer’s selection by the end of the next business day following the customer contact.”  This will ultimately benefit the customer – whose choice of supplier will not be delayed simply because the EGS is waiting to hear back from the EDC as to the customer’s account number.         

4.  What specific identifying data should a supplier be required to submit to the EDC to get an account number? At a minimum, should a customer’s name and address be required?  


NEM recommends that the customer’s name and address should be sufficient identifying data to be produced to the utility to retrieve the account number. If, however, it is determined that this is not sufficient, NEM recommends that the name and address could be supplemented by asking the consumer the length of time they have been at that service address. The question could be limited to whether the customer was at the address for five years or less, or greater than five years. NEM opines that this information is known to the consumer without being proprietary.  NEM also suggests, as an alternative, the last four digits of the customer’s social security number could be used to supplement the customer’s name and address.   FES thinks a supplier should be required to submit a name, at least a partial street address (house number, street name) and postal code.  NRG reports that, based on their discussions with PECO and PPL, the identifying data should be customer name as it appears on the bill, additional name on bill, address line 1,  address line 2 (as necessary) and postal code.   PEMC believes that to ensure accurate data retrieval, at a minimum the EGS must provide the full customer name and location addresses.  OCA agrees that the EGS must provide the name and address so as to avoid slamming.  


FirstEnergy states that a search will require a name, street address, city and postal code.  PECO thinks that, at a minimum, name, service address and postal code- including the four digit suffix, is necessary.  PPL recommends a customer’s full name as it appears on the EDC bill, primary phone number and postal code should be required.  Duquesne believes that the name, street address and postal code are the minimum that should be required.  PCL&P notes that only a social security number is needed to obtain account numbers from their IVR system. 

RESOLUTION    

Given that EDC databases have many names that are similar or identical to other names, we need to make sure that the data inputted into the system when requesting an account number is sufficient to obtain an accurate match.  This is crucial in order to avoid the inadvertent release of unauthorized data and/or the resulting unauthorized switching of the incorrect account.  The data must also be something that the customer knows from memory.  As such, we think that PECO’s suggestion that the postal code, including the four digit suffix, is problematic in that many people do not memorize the four digit suffix.  We also have concerns with asking for or requiring social security numbers as part of the data needed.  Social security numbers are very sensitive and customers may be reluctant to divulge them – especially in a public venue.  We also disagree with PPL when they ask that phone numbers be provided – again customers may be reluctant to provide this data.  Also customers may have multiple phone numbers (wireless, landline, spouses, etc.) and may not know which one the EDC has documented in their records.  

We are in agreement with FES, NRG and Duquesne that the customer’s full name, service street address and postal code should be the required data elements.  Postal code instead of city is preferable since a customer’s service location may differ from their city for purposes of addressing mail.  Using the postal code instead avoids this possible confusion.  Admittedly, there may be confusion for those customers that have mailing addresses on file at the EDC that differ from their service address – this is why we are specifying “service” street address.  EGSs will have to communicate this point clearly to their potential customers when soliciting this information.           

5.  What level of precision is necessary to ensure accurate data? 


NRG encourages a process that ensures a precise match between the request submitted by an EGS and the response provided by the EDC. The responses to account retrieval requests should produce the account number only with an exact match of the attributes in the request file; a “NO HIT” response would indicate the query was unable to find a precise match for the attributes provided; and a “MULTIPLE” response would indicate that multiple customer  records match the set of attributes. In cases where the search results in “NO HIT” or “MULTIPLE”- NRG proposes that while there is no obligation on the EDC to perform additional research on the customer, an EGS may re-submit a request for the same customer in a future query with corrected information.   

NRG adds that, to ensure greater effectiveness, the system should format address data to USPS standard format (ex. interpret “St.” as “Street,” “Ave.” as “Avenue,” and vice versa).  NRG notes that software is available that can be used by the EDCs to convert their customer data files into the USPS standard format.  

FES suggests that any technology implemented by an EDC should allow EGSs to utilize “wildcards” to allow for variations - for example, submitting “Dr*” should search for both “Dr.” and “Drive” or submitting “Jo*” should search for both “Joe” and “Joseph.”  Also, FES insists that any data formatting requirements should be clearly communicated to EGSs.  FES suggests, as to avoid excessive rejections, the EDC should permit separation of data fields and employ a drop-down box for street type (i.e. Street, Avenue, Drive, etc.).  Finally, FES submits that any “no results” or “multiple hits” responses from the EDC should include a detailed response of why the search was unsuccessful, including identifying the field that caused the search to fail.     


PECO, PPL and Duquesne believe that, with regard to the level of precision, the customer's name and address would need to be provided exactly as they appear on the customer's EDC bill in order to obtain an exact match.  PPL believes that a multipoint match must be used to achieve a high level of precision due to differences in name spelling and abbreviations and recommends using a customer's full name, phone number, and service postal code.  Both PPL and Duquesne support a process developed by stakeholders whereby EGS queries that return a result of either "no hit" or "multiple hit" indicators would then require the EGS requesting the information to work with the customer to obtain the correct name and address information and resubmit the request.  

 
RESOLUTION

We agree with NRG, PPL and Duquesne that the website portal mechanisms should be programmed to provide one of three possible responses – either the customer’s account number should be produced; or a “NO HIT” indicating that no data matched the inquiry; or “MULTIPLE HITS” indicating that multiple customer records matched the inquiry.  We agree with FES that in the case of “NO HIT” or “MULTIPLE HITS,” the response should identify the field or fields that caused the search to fail.  We agree with NRG, PPL and Duquesne that an EGS, upon receiving a “NO HIT” or “MULTIPLE HIT” indicator may resubmit the request for the same customer with corrected information.  


We agree with PECO, PPL and Duquesne that, with regard to precision, an exact data match is needed before the system will respond with an account number.  However, we agree with FES that EDC data and formatting requirements should be clearly communicated to EGSs, and that the use of drop-down boxes for data pieces such as “street type” should be considered.  As NRG proposed, standard USPS formats and/or as FES proposes, “wildcards” should be considered for street types unless the EDC can present a compelling reason why this is not feasible.  As for FES’s suggestion that “wildcards” also be used for names (such as “Jo*” for both “Joseph” and “Joe”), we think that this has to be considered carefully when developing the systems.  Using the above example, what if this “wildcard” query also produces “John”, “Jonah,” “Josephine,” “Jonathan”, etc.?  It appears that such “wildcards” would have to be carefully crafted.  If this can be done without compromising security and risking false results – fine. But they should not be incorporated if they significantly increase the risks of false results or too many results causing excessive “multiple hit” errors.           

6.  The amount and recovery of costs could vary by EDC and by the technology used.  If there are significant costs, can they be estimated at this time?  Who should be responsible for those costs and what mechanisms should be used to assess and collect costs?  


NEM believes that an internet-based system would be a low cost, high yield measure that should not entail an extensive amount of programming and should minimize any associated costs.  NEM adds that a customer account number access mechanism benefits all consumers, both shopping and non-shopping, and as such the costs should appropriately be spread over the delivery customer base.  NEM reasons that the increased availability of energy choice options benefits all consumers, not just those who shop and migrate.  NEM opines that it would be inappropriate to assess an EGS fee for the procedure to offset the de minimis costs of providing the customer account look up service - imposing any kind of fee would, in effect, become a switching fee and hinder customer choice and competition.  FES agrees that all customers will benefit from these mechanisms and therefore the costs should be paid for by all customers through a non-bypassable rider.   


NRG does not believe that any costs associated with developing and maintaining the account look-up mechanism should be borne by ratepayers.  NRG notes that neither the Code nor the Commission’s regulations explicitly require a customer to provide an account number to effectuate the customer’s choice of an EGS.  NRG reasons that it is the EDCs that have made the account numbers a requirement of the EDI process for completing an enrollment with an EGS – thus creating a barrier to completing an enrollment that creates an unfair market power advantage for the EDCs.  As such, NRG believes that any cost associated with allowing customers to enroll – unimpeded – with the EGS of their choice is rightfully the obligation of the EDCs.  However, NRG, in recognizing that not every EGS conducts marketing at public events, does support a “user fee” structure.  Under such a structure, NRG explains, EGSs would be assessed a reasonable and justifiable fee per transaction until all EDC development costs are recovered.  NRG suggests that each EDC should submit its cost for implementation of a customer account number retrieval mechanism to the Commission for approval and that the Commission should then determine reasonable and justifiable transaction fees.  Finally, NRG believes that any ongoing maintenance costs of the system, if any, should be the obligation of the EDC.  

PEMC also suggests a “pay-as-you-go” approach in which only the EGSs in a given service territory that use the system would share in the development and implementation costs and continue to pay until the EDCs have fully recovered all associated costs.  PEMC believes that this will relieve any payment burden on ratepayers or EGSs that do not wish to use the system, while at the same time ensuring that the EDCs get full cost recovery for all appropriate expenditures.   


The OCA believes that the costs of the transactions, as well as the costs of any EDC software or IT systems modifications appropriately rest with the EGSs doing business in each EDC’s territory.  OCA reasons that the need for this sort of transaction arises from the EGS’s specific in-person marketing strategies and the implementation of this procedure will save EGSs from having to take further steps to locate the customer’s account number.  Therefore, OCA concludes, these costs of doing business are appropriately borne by the EGSs themselves.   


EAP believes that if the Commission directs EDCs to establish an account number access mechanism, it is paramount that the Commission also resolve who will pay the costs.  EAP argues that EDCs should not be required to undertake costly programming and system changes for particularized EGS requests without the assurance that cost recovery of associated expenses will be allowed.  EAP insists that expenses related to the development of the mechanism as well as its implementation, testing and ongoing maintenance will be incurred and the means for recovery should be determined upfront.   


FirstEnergy claims that the costs to implement a secure supplier website would be less than $1 million, as well as ongoing maintenance and administrative costs and suggests that EDCs must be guaranteed full and current recovery of all costs through a non-bypassable rider such as their Default Service Support Riders.  PECO reports that the cost to use existing EDC technologies and platforms should be minimal, but any enhancements, another technology or platform ordered would increase the cost.  PECO believes any costs should be recovered equally from all EGSs through a discount on

EGS purchased receivables, and residential customers.  PECO notes that this approach is consistent with the cost recovery mechanism the Commission ordered for retail market enhancements in the recent default service proceedings of PECO and other EDCs.  PPL likewise suggests that using current processes would present minimal costs but that any solutions that require enhancing existing systems will cause costs to be incurred for which it would then need to seek recovery.  

Duquesne does not feel it can provide accurate cost estimates at this time without having a more detailed design specification.  However, speaking generally, Duquesne believes that a self-service secure web-based application would be the quickest and least costly to implement from a development perspective based on current technology employed by Duquesne.  It is Duquesne's position that EGSs should bear all costs because the development and implementation of this new functionality would not benefit the EDCs, but rather, assist EGSs with marketing and enrolling customers.  


RESOLUTION

Our preference for a website portal is based in part on the belief of several parties that this is a cost-effective option, especially in the long term.  While we acknowledge that no party can provide an accurate cost at this time without knowing the requirements, Duquesne states that they believe the self-serve website portal is the least costly to implement based upon the technology of their current systems.   FirstEnergy believes the costs would be less than $1 million and NEM states that such a system would be a low cost, high yield measure.   However, while this may be a cost-effective option, there are still costs to be paid and the question of who will pay those costs.  There are valid points made by all the parties that commented on this issue, even if they differed as to who should end up paying the cost.  It is also important to keep in mind that regardless of who pays the costs initially – the costs ultimately will be paid by the customer, in either EDC rates or EGS prices.  

After carefully considering the comments, we conclude that EDCs should be entitled to recovery of the just and reasonable costs of these informational sharing systems.  However, there is insufficient information regarding the estimated costs of these systems, as well as the additional costs involved in the various cost recovery proposals for each EDC to enable the Commission to determine the optimal means of recovering these costs.  Therefore, each EDC should submit to the Commission for consideration its estimated cost for implementation and maintenance of this information system and the incremental costs for administering its cost recovery proposal when it files its compliance plan.  Depending on the level of costs, EDCs should consider having EGSs pay a fair share of the development and maintenance costs for these information sharing systems, given that these systems will be used by EGSs to accommodate their selected marketing model.  If the costs justify it, consideration should be given to a user-fee structure so that the EGS cost recovery portion is limited to those EGSs that actually use and benefit from the information sharing systems.      

7.  What safeguards are needed to ensure that account numbers are accurately communicated and provided only to the customer and supplier involved?    


PEMC notes that EGSs are required by the Commission’s regulations to maintain the confidentiality of customer information and that EGSs who violate these provisions are subject to Commission sanctions, including the imposition of civil penalties and the suspension or revocation of their license.  PEMC believes that these policies send a strong, effective signal for EGSs to be in compliance.  NEM also notes that the Commission has already adopted marketing standards to govern appropriate enrollment processes and also to prohibit practices that would constitute customer slamming and NEM believes these standards are a strong deterrent to EGS misuse of information as well as unauthorized access to information.  

NRG further points to existing Commission regulations as providing adequate safeguards for protecting consumer information.   As to what role the utility has in verifying or reviewing the customer authorization for account number retrieval, NRG argues that the EDC is not the enforcement authority in such matters.  NRG notes that, in accordance with 52 Pa. Code §§ 57.172-57.176, the “written authorization” need not be provided to the EDC but the EGS is required to maintain the supporting information and produce it when requested.  NRG thinks that the same standard applies to all enrollment transactions, including those completed with the assistance of the query tool.  NRG and FES also point to the safeguards that can be built into the technology used by EDCs – passcode protections that will also allow requests and responses to be tracked.  Additionally, FES suggests that EGSs be required to electronically attest that the account number request is made with the intention of enrolling the customer and is made with the customer’s consent.


OCA strongly recommends that the Commission take this opportunity to make it clear that it has zero tolerance for violations of privacy and that any EGS who utilizes this system to obtain customer account numbers is fully accountable for any security breach, improper release of data, or any misuse of data by any of its staff, agents or contractors and that any breach will result in the revocation of the EGS’ license.  OCA also submits that requiring each EGS to affirmatively verify that it has a customer-signed LOA as part of any account number request would provide an important safeguard for both the customer and the EDC.  


PCADV emphasizes that data protection is a particularly important aspect of safety planning for victims of domestic violence – the more personal information the perpetrator has about the victim, the more dangerous the perpetrator can be.  When a batterer has access to private, identifying information, account information, or electric usage data of their victim, such access can serve to facilitate further harassment, stalking, and potentially lethal physical violence.   As such, PCADV thinks that it is essential that the Commission continue to protect personally identifying information from disclosure, especially when the customer has already indicated that they wish to protect their data by opting out of the ECL.  


The Industrials insist that any proposed mechanism strike the proper balance between providing EGSs with convenient access to information and ensuring that customer privacy rights are upheld.  The Industrials point out, for example, that usage information and transmission and peak load contributions can reveal production schedules and other cost mitigation strategies – and can have a direct correlation with the prices charged for the end product and/or the profits earned.  For these reasons, the Industrials consider energy usage data to be a “trade secret” that must be protected.  The Industrials are concerned that only one EGS has to be a “bad apple” compromising customer data and inflicting competitive harm on large commercial and industrial customers and that an after-the-fact sanction may not be sufficient to repair the harm.   Accordingly, the Industrials urge the Commission to vigilantly safeguard customer information from unauthorized disclosure.       


PECO notes that the privacy and security of customer information in this electronic age is an extremely complex issue, which is currently being considered by the DOE and other government entities.  PECO believes that while the Commission is correct that EGSs are required by its regulations to maintain the confidentiality of customer information, they note that errors can occur, and individuals sometimes take actions that are expressly prohibited by their employer and that persons who are not governed by the Commission's regulations may inappropriately obtain and utilize customer information.   Because a person's address and name can be easily obtained through the internet or other publicly available venues, PECO thinks that a name and address cannot serve as the only protection for customer information.  If the Commission chooses not to await the outcome of DOE privacy protection proceedings, PECO recommends that the Commission convene a more formal industry proceeding to develop an effective mechanism for the protection of customer privacy and security before ECL opt-out customer account numbers are released. 


Duquesne views their ability to prevent the release of unauthorized customer information as critical and suggests that all participating EGSs be required to obtain a signed LOA from the customers and certify that they have and will retain a record of the LOA.  Duquesne also thinks that suppliers should agree to a disclaimer message prior to accessing the company web portal which states the EGS will use customer information only for purposes authorized by the customer and that they have received all necessary authorizations.  


RESOLUTION

As we noted above, a major reason for our preference for a website portal mechanism is that it appears to offer the most robust security, monitoring and tracking capabilities compared to other possible alternatives.  As NRG, FES, and FirstEnergy point out, safeguards can be built into the system.  The website portals should be designed so that suppliers will have to obtain permission and user-names from the EDC. The websites should be password-protected so that anytime any user accesses the system they will have to enter user-names and passwords.  The use of user-names and passwords will allow the utility to maintain a record of who accessed the system, when they did so, and what data was obtained.  The systems should be designed to retain this information for at least three years, in order to align with the record maintenance requirement in the supplier switching regulations at 52 Pa. Code § 57.179 (relating to Record maintenance).  This ability to keep record of user access is essential in case there is a subsequent dispute concerning the data obtained using the system.  These access records will allow the utility and regulators to determine who accessed the data in question and when the access occurred.  


In addition, before even accessing the web portal, a supplier is expected to have a signed LOA from the potential customer that authorizes the supplier to contact the EDC and obtain the customer’s account number.  The details concerning the use and formatting of the LOA are discussed below.  

8.  What information and format should be required in a Letter of Authorization ( LOA)?  


NEM thinks that the LOA should include the customer’s name, address, and authorization and that it should also include a disclaimer to the effect that the customer’s authorization is being given for and is expressly limited to the purpose of retrieving the customer’s account number.  NEM adds that the LOA should be capable of being executed in all of the acceptable formats for executing a contract – in writing, telephonically, and by electronic means.  NRG recommends that the LOA be incorporated into the EGS enrollment form that accompanies the Disclosure Statement. The enrollment form – used by suppliers who plan to access the query tool on the supplier portal – should include a statement printed in boldface type and accompanied by a signature line that reads: “I authorize [EGS name] to contact [EDC name] to obtain my account number for purposes of completing my enrollment for electric supply service with [EGS name].”  NRG urges the Commission to refrain from adopting a requirement for a separate authorization document because the sales transaction is sufficiently documented and verified without the introduction of additional transaction documentation that will serve only to further complicate and lengthen the enrollment process for the customer.  PEMC and FES think that this issue is best left for discussion among the participants of the LOA working group. 


OCA thinks the size and scope of the example LOA attached to the Commission’s Tentative Order is an excellent guide for formatting – the customer’s name, mailing address, telephone number and signature should be required and the font should be of a sufficient size.  OCA notes that in the example, the explanation that the signed document would allow the EGS to look up the customer’s account number appears twice – once in large font at the top of authorization and once under the customer signature line.  The OCA submits that this “double-notice” is an important protection and should be incorporated into any LOA design.     


The Industrials insist that the EDCs must be required to verify a customer’s provision of an LOA and that this could be accomplished by the EDC reviewing the LOA or contacting the customer to confirm.  The Industrials add that an automated process could also be explored that would allow the customer to confirm that authorization was given.  The Industrials believe that requiring EDCs to verify LOAs is essential to reducing the risk that private, sensitive customer information will be mistakenly accessed.


PCADV notes that as in other industries where personal records are shared between different companies, both the EDC and EGS should be required to obtain specific and detailed customer authorization before any personal information is shared between companies.  However, PCADV is concerned that the use of LOAs will create a loophole that could expose sensitive customer data to unauthorized disclosure and, in turn, may place victims of domestic violence and their children at risk of further harassment or physical harm by their perpetrator.  As such, PCADV opposes the expansion of LOA use at trade shows or other locations to obtain information those customers have expressly indicated they wish to remain private.  PCADV believes that LOAs are simply not trustworthy and given the lack of verification by the EDCs, use of LOAs in this manner invites fraud.  


PULP also agrees that EDCs should not release information about customers unless it has confirmed that the inquiring EGS has obtained an LOA from the customer.  First, prior to requesting any account information, EGSs should obtain a written LOA from the customer and the LOA should be in plain and accessible language in statewide format developed and approved by the Commission after stakeholder input.  PULP believes that it is important that the LOA be standardized so that the Commission has input and oversight concerning its contents or at the very least, the Commission should set forth required elements of the LOA.  PULP believes that the EGS should also be required to verify the customer’s identity prior to having them sign the LOA and that doing so will lessen the likelihood that someone is posing as the customer.   The LOA should be executed in such a fashion so that the customer is provided with a copy of it at the time it is executed as PULP thinks this will ensure that the customer has the ability to review the document at a later time in the event that he or she wishes to revoke the authorization.    EGSs should be required to retain the written LOA for the duration of the contract with the customer in addition to any periods set forth in Commission regulations.   Finally, PULP believes that the EDC should verify that the EGS has a signed LOA for the customer – while ideally the EDC would request a copy of the LOA, the EDC should at the very least be required to have the EGS certify that such an LOA exists and has been retained.   


EAP objects to any requirements or responsibilities upon the EDC for verifying the authenticity of the LOA request and that these responsibilities should be borne solely by the requesting EGS with the Commission addressing issues of verification raised by customers.  FirstEnergy agrees that EDCs should not be required to verify the existence or review the content of an LOA.  FirstEnergy thinks that suppliers should attest to the EDC that they have obtained an LOA and that the Commission should require a supplier to provide the LOA for any subsequent formal or informal complaint.   PECO believes that without resolution of privacy and security issues, the content of the LOA has limited significance.  PECO notes that it is possible an LOA could contain the same fields as contained in the example LOA attached to the Tentative Order, yet not protect the privacy of the customer whose account information is requested.  PPL suggests that, at a minimum, an LOA should contain the customer’s full name, service address, primary phone number, customer signature, purpose of the LOA, effective date and expiration date of the LOA.  PPL adds that the LOA working group should provide additional guidance.  Duquesne is also committed to continuing participation in the LOA working group and plans to provide assistance in developing a recommendation for information and format requirement for LOAs.

RESOLUTION

The appropriate use and format of LOAs by EGSs to obtain customer account information from the EDC has been the subject of previous Commission formal and informal proceedings.  The CHARGE working group has discussed the issue informally.
 On the formal level, in the Intermediate Work Plan Final Order
 the Commission directed that a working group of EDCs, EGSs and other interested parties to review and revise LOAs as to include language that will authorize an EGS to access or be provided with information and data related to a specific customer’s account - not only to initiate service, but also to provide billing and other customer care service over the course of the supplier’s business relationship with the customer.  As this working group was pending, the instant issue of access to customer account numbers was brought to CHARGE.  It soon became apparent that there are important LOA matters to discuss within the context of the account number access issue that is subject of this order.    


In our Tentative Order, we attached an example LOA from a formal proceeding in New Jersey
 and asked parties to comment on the format and content of the example.  Based on the comments of OCA, we believe that the example we provided is a good template that should be used when formatting LOAs.  As OCA points out, the LOA should be in plain language and a reasonably sized font and headlined or titled by language telling the customer what it is– that this is a document to be used to obtain the customer’s account number.  This purpose should then be repeated and explained further near the signature line.  The customer’s name and address should be required.  Customer phone and email contact information can be optional because customers may not want to disclose this information – and we do not see this contact information as being necessary for the purposes of the LOA.  We agree with PPL that it should also include the date obtained and the effective dates.   


While we are in agreement with NRG that the LOA does not have to be a separate document and can be part of the enrollment materials – we expect the LOA section of the enrollment materials to be distinct and prominent.  We caution all EGSs that any vagueness or ambiguity in the LOA could weigh heavily against an EGS in case of any subsequent dispute.  We agree with NEM that the LOA can be in writing, telephonic or electronic, as long as the EGS can comply with retention and customer identification requirements and that copies can be provided to the customer or Commission upon request.  Similar to the tracking data the EDC is expected to maintain, we think that EGSs should retain the LOA for at least three years, in order to align with the record maintenance requirement in the supplier switching regulations at 52 Pa. Code § 57.179 (relating to Record maintenance).  By retaining both the website portal tracking data and the LOA for this same three year period, regulators will be able to investigate any complaints and detect any patterns of misuse.            


We agree with EAP and FirstEnergy that the EDC does not have the responsibility of verifying the existence of an LOA – and that it is the Commission’s role to adjudicate disputes over their use.  EGSs should, at the time of accessing the website portal to request an account number, attest to the fact that they have and will retain an LOA from the customer.  The website portal should be designed to allow for this attestation and should retain a record of it per the data retention expectations discussed above.


While we understand their concerns, we reject the suggestions by the Industrials, PCADV and PULP that EDCs first obtain the LOA from the EGS and/or confirm with the customer the existence of the LOA.  As we noted above, we think this places the EDC in the unacceptable role of “policing” EGS actions – a role best left to the Commission and other agencies specifically charged with such responsibilities.  Confirming the LOA with the customer introduces yet another step into the switching process which runs counter to our intent in this proceeding.  However, we are concerned about the personal security and confidentiality issues raised by these parties, and agree with PULP that the EGS should first verify the identity of the customer before accessing the website portal.  This can be accomplished by having the customer produce one government-issued photo identification.  If the customer does not have this available, alternative identification or identifications are permitted as long as one of the identifications has a photo of the customer.  The EGS does not have to copy the identification nor retain a copy of the identification.  However, the form of identification produced should be documented in a field on the web portal and noted on the LOA.  

To summarize the important measures we are putting in place to safeguard confidentiality and privacy, EGSs will only be able to obtain an account number if the customer has provided the EGS with their name, address, photo identification and a signed LOA that explicitly describes the purpose of the LOA.  The website portals will be passcode protected – users will have to identify themselves and provide a passcode.  The website portal mechanism will retain a record of usage that can be provided to regulators.   Commission regulations at 52 Pa. Code § 53.8 and 54.43(d) prohibits the unauthorized release of private customer information to a third party and requires that EGSs maintain the confidentiality of a consumer’s personal information.  We repeat that the Commission has zero tolerance for violations of customer privacy and confidentiality and that any EGS who obtains a customer account number without authorization from the customer and/or uses or discloses an account number inappropriately will be held responsible for such.  Any breach can result in the imposition of civil penalties and the suspension or revocation of their license per Section 54.42 (relating to License suspension; license revocation).   52 Pa. Code § 54.42.   We believe these requirements and mechanisms will effectively address the concerns of PULP and PCADV about confidentiality and personal security.
9.  Are there possible reporting requirements that should be developed so that the Commission can monitor the effectiveness and security of the systems?  This could include things like the total number of account numbers provided and the number of complaints or problems associated with the provision of account numbers under these mechanisms.    


PEMC believes that it is reasonable for EDCs to maintain records related to use of the remote customer account lookup system, including the number of times the system has been successfully accessed and complaints lodged with EGSs, EDCs, and the Commission that can be traced to accidental switching because of conflicting account numbers.   NEM notes that if a supplier uses the password-protected web portal to access a customer account number, there is supplier accountability and traceability built into the process and if concerns about a supplier’s use of the account number access mechanism are raised, the Commission can then identify if there was any inappropriate access to, or use of, customer account information.   FES agrees that various tracking mechanisms can be built into the technology that will track pertinent information.  NRG supports annual reports by the EDCs to the Commission to evaluate the volume of requests by EGSs, the success rate of matches, as well as to assess complaints and problems associated with the mechanism.  


Due to the sensitive nature of the information being provided, OCA supports the development of reporting requirements, including the total number of account numbers provided and number of complaints or problems associated with providing the information will be helpful to ensure that customer data is not being misused. OCA recommends that any reporting done by EDCs should be broken down on an EGS by EGS basis, as this will allow the Commission to determine any patterns of misuse or customer dissatisfaction that may arise.   


FirstEnergy thinks that EDCs should not be subject to additional reporting requirements as this unduly burdens the EDCs.  PPL does not see a need for additional reporting requirements and plans on handling any customer complaints as part of its existing complaint handling process.  PECO states that while reporting requirements may be an important additional step, without privacy protections being established, reporting requirements will only serve to advise the Commission of security issues after they occur. 

Therefore, PECO suggests that reporting requirements should not be the primary focus with respect to customer privacy and information security.  Duquesne believes that any EDC system implementation criteria should include the capability to identify the requesting EGS and the account information returned by the EDC.  Duquesne does not believe that development of additional functionality to provide monitoring or reporting capabilities is necessary at this time.  Duquesne suggests that the Commission consider establishing an affirmative obligation on the EGSs to report the number of complaints filed by customers they enrolled regarding incorrect or unauthorized access to customer information.  

RESOLUTION

We agree with FirstEnergy, PPL, PECO and Duquesne that routine reporting to the Commission is not necessary because, as discussed above and noted by many parties, a website portal can be developed with tracking capabilities, and this data can be turned over to regulators upon request.  As such, we think a routine reporting requirement is not necessary and would just impose additional burdens and costs on EDCs.  


We agree with Duquesne in that EGSs shall report to OCMO any instances they become aware of where these mechanisms were possibly used inappropriately.  However, we also think it is appropriate for EDCs to do likewise.  We further encourage any consumer with such an allegation to contact the Commission directly through our usual informal and formal complaint processes.     

10.  What are the appropriate sales channels that would be authorized to use this process?  


NRG supports the account number retrieval option for enrollments that occur at public events.  PEMC agrees that the most appropriate sales channels for this process are public locations like retail malls, fairs, or other similar locations and events, just as customers can shop for wireless phones, credit cards, and other similar products and services.  PEMC likewise concurs with the Commission that this sales venue offers several advantages over other sales channels like door-to-door or telemarketing because it is the customer who approaches and initiates the sales contact at a time and place of the customer’s choosing.  PEMC believes that customers may feel more comfortable with a public transaction as opposed to one that is conducted at the front door of their homes. Additionally, PEMC notes, it is reasonable to assume that in a door-to-door interaction, the customer could more easily access their utility bill and provide the sales representative with his or her account number.


NEM differs in that they suggest that the mechanism should be available to all sales channels because a consumer’s ability to locate his or her account number is limited notwithstanding if the consumer is exploring energy choice at a street fair, mall, telephone exchange, internet inquiry or door-to-door sales call.  NEM notes that account numbers are not memorable and consumers do not have their utility account numbers memorized the way they recall their phone number.  NEM also thinks that it is a fallacy to believe that consumers have their utility account number readily accessible even when they are at home because once a consumer pays their bill - they put the bill in the trash.  FES also agrees that this mechanism could provide a benefit to all customers through several sales channels where a customer may not be able to easily locate their account number, including telemarketing, mailers or web-based marketing.  


OCA requests that the Commission make it clear that this process is limited to instances of selling at public venues such as malls, festivals, markets and the like.  OCA requests that the Commission, in the final order, specify that this account look-up procedure cannot be used for door-to-door solicitation.  

PULP agrees with OCA and submits that EGSs should be limited to using an LOA to obtain customer account information to only those circumstances where the customer initiates contact with the EGS.   PULP believes that if a customer wishes to enroll with the EGS in a public place, but does not have their account number, an LOA with affirmative written consent of the customer seems like an appropriate safeguard.  However, PULP does not think this is the case when the contact is initiated by the EGS through door-to-door marketing or telemarketing.   If customers are contacted by an EGS in their homes, PULP believes that it is prudent to insist that the customer provide his or her account number to the EGS prior to enrollment because these customers are much more likely to have ready access to this information when they are in their homes at the time of the marketing activity.  Also, customers who were contacted by the EGS to switch, as opposed to those customers who initiate contact themselves, may be much more reluctant to provide their account number to an EGS and thus insist that the account number is not readily available.  PULP thinks that an EGS obtaining the account information for these customers through the use of an LOA invites the potential for bad actors to pressure individuals into signing an LOA as a means of facilitating the transaction without the customer’s full knowledge or consent of what it is that they are signing. PULP concludes that the risk of unauthorized disclosure in this context outweighs the inconvenience to the EGS of a customer who must obtain their account number prior to enrollment.            


EAP suggests that determinations of appropriate sales venues is a policy decision for the Commission and that the protections that necessarily must be in place to prevent fraud, pressure sales tactics or slamming should be established, monitored and policed by the Commission, not utilities.  Duquesne agrees with EAP that this decision should be made by the Commission, not the EDCs.   Duquesne is concerned that unrestricted use of this mechanism could create greater opportunities for an EGS to solicit customers that do not authorize release of their customer information, thereby reducing the viability of the ECL.  FirstEnergy notes that there is no way for an EDC to police appropriate sales channels.  PPL notes that it does not plan to monitor which sales channels use the process.  


PECO agrees that, if privacy and security issues can be effectively addressed, that the most appropriate channel for enabling EGSs to obtain the account numbers of customers would be at public locations like shopping malls or trade shows.  PECO thinks that the Commission correctly recognizes that in public venues it is the customer initiating the sale, and thus is less intrusive then an unsolicited visit to a customer's home and that these venues also allow EGSs to target specific customer groups for their products and services.  

RESOLUTION

As we discussed previously, our primary intent in this proceeding is to facilitate EGS sales at public locations like shopping malls, fairs, trade shows and other community events.  We believe these sales venues offer several advantages over other sales channels like door-to-door or telemarketing.  We also think that marketing in public locations enhances the visibility of suppliers and helps them build their brand identity with the general public.  As such, we agree with OCA, PULP, NRG, PEMC and PECO that public locations are the appropriate venue for the use of the website portal access mechanism.  At this time, we decline NEM’s request to make this mechanism available more generally – basically to any marketing other than that used in a public venue (i.e. door-to-door or telephonic solicitations).  This would run counter to our stated purpose – shifting marketing efforts away from the customer’s home and to the public arena.  However, we are willing to revisit this issue in the future once we have some experience with the use of these mechanisms.  Finally, we agree with EAP, FirstEnergy and PPL in that the EDCs have no ability or expectation to police this – and as noted previously – it is the Commission’s role to do so.  An EGS should attest to the fact that the enrollment is occurring as a result of a customer-initiated transaction in a public location.  In case of a customer complaint, an EGS must be prepared with documentation to support that the customer was enrolled at a public venue when the website portal was used to obtain an account number.   
11.  What process should the EDCs use to develop their solutions, including the level of stakeholder involvement and Commission oversight?  


NEM asks that the Commission endorse a technology solution, preferably a web-based portal system, as well as the identifying data elements that will be required to be submitted by the supplier to retrieve the account number, and the form of LOA. NEM then thinks that the utilities should submit compliance filings in accordance with the parameters for stakeholder review and input and Commission oversight and approval.   NRG believes that the EDCs should present their solutions at technical conferences with PUC staff and stakeholders and that the EDCs should consider and act on stakeholder feedback.  FES believes utilizing either an existing working group or creating a new group would be the best forum for stakeholders and EDCs to discuss solutions and the development of access mechanisms.  OCA supports the development of a state-wide process for accessing customer account numbers using the LOA.  


Duquesne anticipates a final order that includes Commission guidance on the development, timeframes, system capabilities and safeguards.  With this guidance, Duquesne supports the establishment of a working group to facilitate the design and implementation of this new functionality.  PPL reports that it has participated in a number of discussions in the past year on this topic which were aimed at understanding the needs of the EGS community and discussing process implementation options.  Due to differing

market environments and systems capabilities among EDCs, PPL believes that each EDC should be afforded the opportunity to implement a process which best fits their environment and suggests that each EDC provide a description of their process to OCMO and EGSs via a monthly CHARGE conference call, as well as provide a description of their process on the EDCs supplier web site.   


PECO notes that DOE and other government entities are already addressing issues of customer privacy and security in the context of electric service and that, at a minimum, PECO believes the Commission should monitor and participate in these proceedings as it is likely they will ultimately result in industry standards.  However, should the Commission wish to move forward outside of those proceedings, PECO thinks it should consider a rulemaking since customer privacy and security involves important policy and technical issues that should be thoroughly considered with an opportunity for all parties to participate.  

Citizens’ and Wellsboro asks that any guidelines adopted by the Commission be straight-forward, easy to apply and flexible.  Citizens' and Wellsboro each have EDI waivers in place until 25% of their customers shop, but they note that work is underway to implement EDI solutions in the Citizens' and Wellsboro territories.  Citizens’ and Wellsboro adds that, as part of the process, they will evaluate the options to comply with any guidelines that the Commission issues.  

RESOLUTION

We decline the suggestions to convene a statewide stakeholder group before proceeding further because these subjects have already been extensively discussed in various forums.  We think more discussions would produce little, if anything, new and would serve only to delay implementation of this process.  EDCs should use the guidance provided by this Final Order to proceed with the development or modification of website portals so that EGSs may obtain account numbers through them.  However, EDCs should use their existing EGS-interaction processes to consult with EGSs on any issues that may come up during the development and implementation of these systems.  Any party that thinks the consultation process is not working effectively should contact OCMO and seek assistance.  We agree with NEM that the EDCs, once they have determined how to proceed, should submit compliance filings for review and approval that demonstrate the application of and the cost to meet the specifications and procedures announced in this Order.  The filing should also include a timeline for implementation of the EDCs proposed solution.

As noted previously, Citizens’ and Wellsboro are exempt from these directives until such a time that at least 25% of their customers are shopping.  PCL&P is free to use an existing mechanism or develop a new mechanism that uses technology that differs from what is specified in this order.  However, any such mechanism should still provide for the same levels of customer confidentiality and information security discussed herein.  

12.  What are reasonable timeframes for the development and implementation of these systems?


PEMC notes that EDCs point out “prioritization” of this enhancement among other new programming requirements as an issue and PEMC understands that the implementation of the Standard Offer Referral Program, the new default service end-state, and other retail choice enhancements all require significant utility resources.  PEMC ranks this as an important market issue and believes this should be implemented as soon as possible after the Standard Offer Referral Programs are launched.  NEM states that, without being privy to the details of the utility information technology systems, it appears that the implementation of an access mechanism is in the order of a simple data query and if this is the case, an expeditious timeframe for development and implementation should be achievable.  NRG notes that this issue has been discussed and vetted over the course of seven CHARGE meetings since July 2012, along with at least one technical conference attended by the EDCs.  NRG explains that PECO and PPL have already designed specific solutions, and that Duquesne and First Energy reported to CHARGE more than five months ago that they have had internal meetings on process design options.  Based on all of this, NRG believes that implementation of an account number retrieval mechanism should be implemented by all EDCs within 60 days of the adoption of a Final Order by the Commission.


EAP requests that where programming changes are needed, any schedule consider the numerous Commission directives and requests already underway and vying for EDCs' limited resources prior to mandating a particular completion timeframe.  Duquesne shares this concern and requests the Commission offer guidance on the prioritization it believes this effort should receive over other significant projects.  Duquesne believes that the development and implementation of the new account number access mechanism depends on which technology solution is chosen and the specific design requirements.  Duquesne believes that its recommendation for a self-service secure web portal would be the technology solution with the shortest implementation requirements.  PECO concurs that the implementation timeframe will vary based upon the technology required but adds that the level of consumer protections established could also impact the timeframe.  PPL reports that it can implement its proposed solution within 30 days; however, if they are directed to implement system changes for a more complex solution, they would need to evaluate a timeframe specific to the solution being implemented.  FirstEnergy requests that the implementation be no earlier than the later of; twelve months following the entry of the final Commission order or - if directed to conduct stakeholder meetings – twelve months following the last stakeholder meeting.   


RESOLUTION

We acknowledge EAP’s concerns with the queue of other changes currently in place as a result of other Commission directives and the need to prioritize.  In general, the implementation of account access mechanisms should wait until the EDCs have completed any system changes flowing from the Intermediate Work Plan.
  However, in no case should the EDC submit a compliance filing as discussed above later than six months from the entry date of this order.  The access mechanisms should be in place and operational by the commencement of the 2014 outdoor marketing season; no later than May 2014.  If an EDC is not able to meet this timeline, they should address the matter in their compliance filing.  Any EDC that needs guidance as to the priority of this project compared to other projects should contact OCMO.
Conclusion
Throughout this Final Order, we have addressed comments on the various issues and the proposals presented that would allow EGSs access to the EDC account numbers of newly enrolled EGS customers that contracted with the EGS in a public venue and that previously opted out of the ECL.  To summarize our expectations of the EDCs, we expect the major EDCs to submit compliance filings within six months of the entry date of this order.  The filings should demonstrate their plans for developing a passcode protected secure website portal that will provide EGSs access to customer account numbers for all EDC rate classes.  The expected costs and proposed mechanism for recovering these costs should be included.  The EDC should consult with EGSs as needed using their usual consultation processes.  The portal should be set up as to require an EGS to submit the customer’s full name, service street address, and five-digit postal code.  The portal should also document the EGSs attestation that they are enrolling the customer in a public location and that they have obtained photo identification and a signed LOA from the customer.  There should be a field where the form of customer identification must be documented.  The portal should then return the requested account number, or if a precise match is not possible, an error message indicating what generated the error.  The mechanism should keep track of the usage of the system and be able to identify who accessed what data and when.  This information should be retained for three years and have the ability to be easily provided to regulators upon request.   
To summarize our expectations of EGSs who will be using the account number access portals, we expect EGSs to obtain photo identification and a signed LOA from customers before accessing the mechanism.  The LOA should contain the information and be formatted per the guidance discussed in this order.  It should be similar to the example attached to this order except that it should include the date obtained and effective dates, and also note the form of customer identification that was produced.  The customer phone and email contact information can be optional.  The mechanisms should only be used for customer-initiated enrollment transactions in public locations – not for enrollments that occur during door-to-door or telephone transactions.
THEREFORE,

IT IS ORDERED:  

1.  That all electric distribution companies subject to this Commission’s jurisdiction, unless directed otherwise in this Opinion and Order, shall submit for the Commission’s review and approval a compliance plan which will detail their plans for developing a passcode protected secure website portal that will provide EGSs access to customer account numbers, consistent with this Opinion and Order.  The expected costs and proposed mechanism for recovering these costs should be included.  Compliance plans filed in response to this directive shall be filed no later than six months from the date of entry of this Opinion and Order.  A copy of compliance plans shall be provided to the Office of Competitive Markets Oversight at the time of filing.

2.  That upon the implementation of a passcode protected secure website portal, EGSs shall only access such websites after obtaining appropriate identification from the potential customer to ensure that customer’s identity and after obtaining a signed Letter of Authorization which advises the customer that the Letter of Authorization provides the EGS with permission to obtain the customer’s account number, consistent with this Opinion and Order.

3.  EGSs that access a passcode protected secure website portal shall maintain records of that access, including the signed Letter of Authorization and the method of identification, for a period of not less than three years.  EGSs will provide that documentation to the Commission or the affected customer upon request.
4.  That this Final Order shall be served on all Electric Distribution Companies, all licensed Electric Generation Suppliers, the Bureau of Investigation and Enforcement, the Office of Consumer Advocate, the Office of Small Business Advocate, and the Energy Association of Pennsylvania.    

5.  That a copy of this Opinion and Order shall be posted on the Commission’s website at the Office of Competitive Market Oversight’s web page. 

6.  That the Office of Competitive Market Oversight shall electronically serve a copy of this Final Order on all persons on the contact list for the Committee Handling Activities for Retail Growth in Electricity.
7.  That the contact person for technical issues related to this Final Order is 

Dan Mumford, Manager – Informal Compliance and Competition, Bureau of Consumer Services, (717) 783-1957.  That the contact person for legal issues related to this Tentative Order is Patricia Wiedt, Assistant Counsel, Law Bureau, (717) 787-5755.  

BY THE COMMISSION,
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Rosemary Chiavetta






Secretary

(SEAL)

ORDER ADOPTED:  July 16, 2013
ORDER ENTERED:  July 17, 2013
ATTACHMENT

Example of a “Letter of Authorization” (LOA):
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� Recaps of these discussions are available on the Commission’s website at: � HYPERLINK "http://www.puc.state.pa.us/utility_industry/electricity/electric_competitive_market_oversight.aspx" �http://www.puc.state.pa.us/utility_industry/electricity/electric_competitive_market_oversight.aspx�. 


� See Interim Guidelines For Eligible Customer Lists, Docket No. M-2010-2183412 (Order entered November 15, 2011).





� These documents are available among the CHARGE recaps on OCMO’s webpage at � HYPERLINK "http://www.puc.state.pa.us/utility_industry/electricity/electric_competitive_market_oversight.aspx" �http://www.puc.state.pa.us/utility_industry/electricity/electric_competitive_market_oversight.aspx�. 


� See Rulemaking Re: Marketing and Sales Practices for the Retail Residential Energy Market Corrected Final Rulemaking Order, Docket No. L-2010-2208332 (Public Meeting held October 24, 2012) and Rulemaking Re: Marketing and Sales Practices for the Retail Residential Energy Market Reconsideration Order, Docket No. L-2010-2208332 (Public Meeting held April 4, 2013).  





� See CHARGE agenda item # 46a:  http://www.puc.pa.gov/utility_industry/electricity/electric_competitive_market_oversight.aspx


� See Investigation of Pennsylvania’s Retail Electricity Market: Intermediate Work Plan Final Order, I-2011-2237952, Public Meeting of March 1, 2012, pages 96-99, 106.


� State of New Jersey Board of Public Utilities. In the Matter of Account Look-Up for Third Party Suppliers and Clean Power Marketers, Docket Number EA07110885, August 19, 2008.  


� See Investigation of Pennsylvania’s Retail Electricity Market: Intermediate Work Plan Final Order, I-2011-2237952, Public Meeting of March 1, 2012.
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